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I know in your drawing you do not have a routing switch specified on this side. However when multiple subnets/VLANs are involved is much easier with an internal route device. Keeps traffic cleaner in and out of the UTM. Plus I wouldn’t do internal routing on an public/private device if possible to avoid it.
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